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Remote SecureSphere Health Checks
The quickest and most efficient way to maximize your  
SecureSphere investment
Imperva’s Health Checks for SecureSphere Web Application Security and Database Security solutions provide system analysis 
and configuration tuning of your SecureSphere deployment. The remote Health Check program ensures that your deployment is 
efficient and reliable – and that you are maximizing your investment.

SecureSphere Web Application Firewall Health Checks
Imperva’s Health Checks for SecureSphere Web Application Firewall (WAF) provide special profile tuning and security policy 
customization that address the unique needs of the environment. Health Checks ensure that your SecureSphere deployment 
is tailored to the environment and help you maximize your SecureSphere investment. The engagement includes assessment 
and tuning of SecureSphere WAF profiles, polices and alerts for up to 5 web applications as well as documentation of the 
modifications made to your SecureSphere WAF deployment.

SecureSphere Database Activity Monitoring and Database Firewall Health Checks
Imperva’s Health Checks for SecureSphere Database Activity Monitoring (DAM) and Database Firewall (DBF) enable rapid tuning 
of your SecureSphere deployment. The SecureSphere Health Check program includes a remote assessment of the security and 
audit policies, profiles and alerts followed by custom tuning that addresses your unique requirements and business needs. 
Proper utilization of advanced monitoring and security capabilities ensures that your SecureSphere solution is efficient and 
reliable, and you are maximizing your investment.

Key Benefits
 ▪ Save time and IT resources: Imperva’s highly-skilled professional services experts provide the quickest and most efficient 

way to utilize SecureSphere’s advanced monitoring and security capabilities.

 ▪ Improved performance and efficiency: A properly tuned deployment ensures that your system is running at optimal 
performance without redundancy or duplication of alerts and audit data, and that followed actions are properly managed.

 ▪ Low cost and minimal interruptions: Remote services are performed by a professional services expert who connects  
to SecureSphere via a Virtual Private Network or other connections (i.e. WebEx or similar web-conferencing platform).  
This eliminates travel and expense costs for an on-site resource, and allows your team to continue working with  
minimal interruptions.

 ▪ Maximize your SecureSphere investment: Imperva’s Remote Health Check program will ensure that advanced 
monitoring and security capabilities are properly used, and that you are getting the most from your security investment.

For More Information
For more information about Imperva services, including technical support, professional services, and training,  
please visit: www.imperva.com/services/services.html or contact your local account representative.
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